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To the 

Assistant Head of Department 

("Ministerialdirigent") 

Dr Christoph Ernst 

Head of Subdivision III B 

Mohrenstrasse 37 

11015 Berlin 

European Patent Office 

80298 Munich 

Germany 

 

Generaldirektion 5 

Legal and International Affairs 

 

Raimund Lutz 

Vice-President    

2 October 2015 

Dear Dr Ernst, 

Thank you for your letter of 20 July 2015. As announced in my interim message of 29 July 2015, 

the European Patent Office (EPOff) now comments as follows. 

As all parties are aware, the EPOff is the executive authority of the European Patent 

Organisation (EPOrg), which in turn is based on the European Patent Convention (EPC), to 

which 38 member states currently belong. According to Article 8 EPC, the EPO enjoys immunity 

from national legislation in the execution of its tasks and is therefore not bound by national 

regulations. This also applies to regulations concerning data protection. 

The EPOrg has its own regulatory competence for the execution of its tasks, which is the 

responsibility of the Administrative Council of the EPOrg on the one hand and of the President 

of the EPO on the other (Articles 33 and 10 EPC). These competences have been exercised in 

relation to data protection for many years. The EPOff is proud of its long history of data 

protection. We are one of the first international organisations to have actively pursued data 

protection, having enacted the first data protection guidelines back in 1992. This policy was 

revised in 2014 and adapted to current standards of data protection. It is based on generally 

accepted European legislation, first and foremost Directive 95/46/EC and Regulation 

2001/45/EC, which contain all the elements of modern data protection, from the basic 

principles of data protection to the rights of an individual vis-à-vis the data-processing 

institution. 
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As you know, the EPOrg, as a legally autonomous International Organisation, is not subject to 

the control of municipal or national institutions or bodies of the member states. Supervision of 

the EPOff is the sole responsibility of the Administrative Council within the institutional 

governance framework. There is no provision for external data protection oversight of the 

Office, either at national level or in relation to the data protection supervisory authorities of the 

European Union. However, I would like to clearly emphasise that the EPOff closely follows and 

takes into account opinions or recommendations issued by the European data protection 

supervisory authority. 

As far as the specific case is concerned, I ask you to understand that the EPOff cannot comment 

in this context on ongoing disciplinary proceedings of the Administrative Council, but I would 

like to point out that press articles based on an isolated letter do not provide a reliable basis for 

assessing our data protection. Incidentally, you are aware of the opinion of the Disciplinary 

Committee on this subject. The latter has not questioned the procedure of the Investigation 

Unit. 

As already mentioned, the basic principles of data protection law, such as direct collection, data 

minimisation and avoidance, transparency, lawfulness and accuracy of the collected data, but 

also purpose limitation and proportionality, are not only part of the legal basis, but also of the 

basic elements of decisions relevant to data protection law at the EPOff. Of course, this also 

includes the position of an independent data protection officer, which has existed at the EPOff 

for decades. 

I can therefore assure you that the EPOff is very conscientious about data protection and that 

its rules meet European data protection standards. The text of the Data Protection Guidelines is 

included in the EPOff's Code of Conduct (No. 4a) and is thus available not only to all staff but 

also to the members of the Administrative Council. 

Finally, I would like to express my gratitude once again for the support of the of the Federal 

Ministry of Justice and Consumer Protection, which was evident inter alia in the letter from 

State Secretary Ms. Hubig to the Data Protection Commissioner of 7 November 2014. 

Best regards 

Raimund Lutz 

 


